**EJERCICIO DEL DERECHO DE ACCESO *(Right of access)***

**SISTEMA DE INFORMACIÓN SCHENGEN SIS *(Schengen SIS information system)***

**RESPONSABLE DEL TRATAMIENTO. *(Data controller):***

MINISTERIO DEL INTERIOR. SECRETARIA DE ESTADO DE SEGURIDAD

**OFICINA ANTE LA QUE SE EJERCITA EL DERECHO DE ACCESO *(Right of access lodged before):***

MINISTERIO DEL INTERIOR - DIRECCION GENERAL DE LA POLICIA. DIVISION DE COOPERACION INTERNACIONAL –OFICINA SIRENE- Avda. PIO XII nº 50, 28016, MADRID

**DATOS DEL AFECTADO O REPRESENTANTE. *(Data subject or representative):***

D./ Dª. .........................................................................................................., mayor de edad *(legal age)*, con domicilio en C/Plaza *(address st.sq)*......................................................................................................................... nº.............., Localidad *(municipality)* ........................................... Provincia *(province)* .......................................... C.P. *(zip code)* ............... Comunidad Autónoma *(Autonomous Community)*............................................ con documento de identidad tipo *(type of identity document)* .........................., número de documento *(id number)* …………………………….. correo electrónico *(email)*……………………………………….…

Por medio del presente escrito ejerce el derecho de acceso a sus datos personales de conformidad con lo previsto en el artículo 22 de Ley Orgánica 7/2021, de 26 de mayo, de protección de datos personales tratados para fines de prevención, detección, investigación y enjuiciamiento de infracciones penales y de ejecución de sanciones penales, así como con lo previsto en el artículo 67 del Reglamento 1987/2006/CE de 20 de diciembre de 2006 y el art. 67 del REGLAMENTO (UE) 2018/1862 DEL PARLAMENTO EUROPEO Y DEL CONSEJO de 28 de noviembre de 2018 relativo al establecimiento, funcionamiento y utilización del Sistema de Información de Schengen (SIS) en el ámbito de la cooperación policial y de la cooperación judicial en materia penal, por el que se modifica y deroga la Decisión 2007/533/JAI del Consejo, y se derogan el Reglamento (CE) n.o 1987/2006 del Parlamento Europeo y del Consejo y la Decisión 2010/261/UE de la Comisión

*By means of this document, the complainant exercises the right of access, in accordance with Article 22 of Organic Law 7/2021 of 26 May on the protection of personal data processed for the purposes of the prevention, detection, investigation and prosecution of criminal offences and the execution of criminal penalties, as well as with the provisions of article 67 of REGULATION (EU) 2018/1862 OF THE EUROPEAN PARLIAMENT AND OF THE COUNCIL of 28 November 2018 on the establishment, operation and use of the Schengen Information System (SIS) in the field of police cooperation and judicial cooperation in criminal matters, amending and repealing Council Decision 2007/533/JHA, and repealing Regulation (EC) No 1987/2006 of the European Parliament and of the Council and Commission Decision 2010/261/EU*

**SOLICITA *(Request)***

Que se le facilite gratuitamente el derecho de acceso a sus datos en el “Sistema de Información Schengen” en el plazo máximo de un mes a contar desde la recepción de esta solicitud, y que se remita por correo la Información a la dirección arriba indicada en el plazo de diez días a contar desde la resolución estimatoria de la solicitud de acceso. Asimismo, se solicita que dicha información comprenda, de modo legible e inteligible, los datos de base que sobre mi persona están incluidos en los ficheros del Sistema de Información Schengen, los resultantes de cualquier elaboración, proceso o tratamiento, así como el origen de estos, los cesionarios y la especificación de los concretos usos y finalidades para los que se almacenaron.

*The right of access to his/her data registered in the "Schengen Information System" within a maximum period of one month from receipt of this request, and the right of having this information sent for free by mail to the address indicated above in the term of ten days to be counted from the administrative decision granting the access requested. Likewise, it is requested that said information include, in a readable and intelligible manner, the basic data that on his/her person are included in the files of the Schengen Information System; those resulting from any elaboration or processing activity, as well as the origin of these data, the recipients and the specification of the finalities and purposes for which they were stored.*

En ............................a.........de...........................de 2......

*(city/day/month/year)*

Firmado, *(Signed)*

*\*1.- Los tratamientos sometidos a la Directiva (UE) 2016/680 del Parlamento Europeo y del Consejo, de 27 de abril de 2016, relativa a la protección de las personas físicas en lo que respecta al tratamiento de datos personales por parte de las autoridades competentes para fines de prevención, investigación, detección o enjuiciamiento de infracciones penales o de ejecución de sanciones penales, y a la libre circulación de dichos datos y por la que se deroga la Decisión Marco 2008/977/JAI del Consejo, se regirán por lo dispuesto en la norma de transposición nacional: Ley Orgánica 7/2021, de 26 de mayo, de protección de datos personales tratados para fines de prevención, detección, investigación y enjuiciamiento de infracciones penales y de ejecución de sanciones penales.*

\* 1.-*"The processing activities conducted under Directive (EU) 2016/680 of the European Parliament and of the Council, of April 27, 2016, regarding the protection of individuals with regard to the processing of personal data by the competent authorities for purposes of prevention, investigation, detection or prosecution of criminal or enforcement offenses of penal sanctions, and to the free circulation of said data and by repealing the Framework Decision 2008/977 / JAI of the Council, shall be subject to Organic Law 7/2001, of 26th of May, for the protection of natural persons with regard to the processing of personal data for the purposes of the detection, investigation, or prosecution of criminal offences or the execution of criminal penalties.*

**INSTRUCCIONES**

1. Será necesario aportar fotocopia del D.N.I. o documento equivalente que acredite la identidad del solicitante y sea considerado válido en derecho, en aquellos supuestos en que el responsable tenga dudas sobre la identidad del solicitante. En caso de que se actúe a través de representante, deberá aportarse, además, fotocopia del DNI del solicitante y documento acreditativo de la representación del representante.

2. Se podrá considerar repetitivo el ejercicio del derecho de acceso en más de una ocasión durante el plazo de seis meses, a menos que exista causa legítima para ello.

3. En caso de que su solicitud de ejercicio del derecho de acceso no haya sido atendida en el plazo de 30 días, o habiendo sido ésta atendida en forma desestimatoria, podrá usted presentar una reclamación ante la Agencia Española de Protección de Datos al objeto de que se tutele su derecho. Para ello deberá aportar junto con el escrito de reclamación alguno de los siguientes documentos:

* En su caso, copia de la negativa del responsable del tratamiento a atender el derecho de acceso a los datos solicitados.
* Copia del modelo de solicitud de acceso sellada por el responsable del tratamiento.
* Copia del modelo de solicitud de acceso sellada por la oficina de correos o copia del resguardo del envío por correo certificado.
* Cualesquiera otros medios de prueba facilitados por el responsable del tratamiento y de los que se pueda deducir la recepción de la solicitud.

***INSTRUCTIONS***

*1. It will be necessary to provide a photocopy of the D.N.I. (national ID card) or equivalent data subject’s proof of identity that is considered valid by law in those cases in which the controller has doubts about the data subject identity. In case of the data subject acting through a representation, representative must also provide a copy of the data subject’s DNI (or equivalent proof of identity) and a document accrediting the representative’s powers of representation.*

*2. The exercise of the right of access may be considered repetitive if exercised on more than one occasion in the term of six months, unless there is a legitimate cause for doing so.*

*3. If your request to exercise the right of access has not been answered within 30 days, or if it has been dismissed, you may lodge a complaint before the Spanish Data Protection Agency to protect your right. To do this, you must provide, along with your complaint, one of the following documents:*

*•* *Where appropriate, a copy of the refusal of the data controller to attend the right of access to the data requested.*

* *Copy of the access request form stamped by the data controller.*

*• Copy of the access request form stamped by the post office or copy of the receipt of the shipment by certified mail.*

*• Any other means of proof provided by the controller and from which the receipt of the request can be deduced.*